AIM reply to WIPO2  RFC-2

AIM is the European Brands Association.  It represents the branded goods industries in Europe on key issues which affect the ability of brand manufacturers to design, distribute and market their brands. AIM’s membership groups 1600 companies of all sizes through corporate members and national associations in 20 countries. These companies are mostly active in fast moving consumer goods.

AIM 9 Avenue des Gaulois B-1040 Brussels Belgium.


The Second WIPO Process will explore, and develop findings and recommendations in relation to, issues raised in the DNS, inter alia, by bad faith, abusive, misleading or unfair use of:
· personal names, 

· International Nonproprietary Names (INNs) for Pharmaceutical Substances, 

· names and acronyms of international intergovernmental organizations, 

· geographical indications, indications of source or geographical terms, and tradenames.

Personal Names
20. 
1. Should personal names be protected against bad faith, abusive, misleading or unfair registration and use as domain names in the DNS?
2. Provide information on the types and extent of any problems or abuses in the DNS related to personal names.
3. Which personal names, if any, should be protected:
· all names (including first and last name, surnames, nicknames, fictitious (character) names, or some combination of the above?), 

· names of famous persons (who should qualify as a famous person?), 

· names of public officials or other persons in the public eye, 

· names of living or deceased persons. 

1. How do you define bad faith, abusive, misleading or unfair registration and use in respect of personal names?
2. How do you deal with multiple incidences of the same name?
3. What provision, if any, should be made for dispute resolution with respect to disputes concerning personal names registered as domain names?
4. Is existing legal protection under national law, or under the UDRP, capable of adequately resolving any of the problems or abuses within the DNS related to personal names?
5. Consider whether any suggested measures of protection for personal names should be considered only in relation to the nature and type of domain name space established by the gTLD in question (cf., mcdonalds.com and mcdonalds.nom).
6. Consider whether and how any measures of protection for personal names might affect the interests of existing domain name registrants.
7. Would directory, listing or other similar services aimed at avoiding domain name conflicts concerning personal names be useful, and, if so, please describe such services?
8. Consider what would be optimal policy from the perspective of the development of the Internet as a medium for communication and electronic commerce.

AIM reply v4
In certain cases – yes.

Where the personal name has reputation and bad faith use is being made of that reputation.

Those with reputation.

The name formulation is irrelevant – the form should be that which is normally recognised as being the name of repute.

Repute needs to be demonstrated by the person by reference to objective criteria (e.g. world CD sales, film distribution, high-level public office).

Bad faith should be defined as when a third party:

· seeks gain by use of the name

· takes action likely to confuse net users.

Good faith coincidence of name may be an insufficient defence in itself. Good faith by persons of the same name should be demonstrated by awareness of the confusion and action to remove it (e.g. “This is not the web site of Julia Roberts, the actress” says Julia Roberts from Scunthorpe, UK) 

4. An amended UDRP would seem to be a consistent and reasonable way to proceed.

5. This is key – context is everything and should be a key deciding factor in dispute judgements.

8. Top-level personal name space is an indulgence. This is best handled at the ccTLD level. Given that ICANN has chosen differently, the question is academic.

International Nonproprietary Names (INNs) for Pharmaceutical Substances

INNs should be protected absolutely by reference to an exclusion list relevant to all TLDs and ccTLDs. They simply drop out of the set of possibilities for a TLD.



Names of International Intergovernmental Organizations

The level of protection on the Internet should be NO LESS than the Paris Convention/TRIPS protection today.

A similar notification process should be done to establish an exclusions list of international intergovernmental organizations. 

A directory would therefore be an obvious step and an amended UDRP may be required also.

Geographical Indications, Indications of Source or Geographical Terms

Because geographical indications (GIs) are by nature geographic, there is a case for exclusions at the ccTLD level based on the national geographical indications authority lists. However, there needs also to be a system to prevent perverse consequences of exclusions in relation to a clash with trademark rights. Trademarks that are also GIs should be exempted from such a list.

The complexity of going further at the generic TLD level is daunting. Where GIs are famous they will often also be trademarked and so the existing UDRP route may be sufficient.

However, as chartered TLDs are developed in relevant sectors (eg dotwine, dotmeat) the registry should be obliged to establish rules to avoid confusion or bad faith with respect to GIs.

Tradenames

Reliance upon the protection given by Article 8 of the Paris Convention is uncertain, because in many countries this protection has not been given properly (e.g. UK).
The UDRP should be revised to accept bona fide trade names as well as registered trademarks. Where trade names are registered as domains by third parties the owner of the trade name or the owner's representative should be able to challenge the domain registration. Evidence of company name registration should be treated as appropriate evidence to support such a challenge. Reputation should also be relevant. 

In a UDRP, where there is a clash between a bona fide trademark and a bona fide trade name, generally the trademark should be given preference.

UDRP judgements should always take account of the relevance of the trade name to the nature (e.g. charter) of the TLD.

