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Introduction

The Australian Government welcomes the Second Domain Name Process of the World Intellectual Property Organization and is pleased to make a submission in response to the second request for comments. Contributions to this submission have come from IP Australia, the Department of Foreign Affairs and Trade, the National Office for the Information Economy and the Attorney‑General’s Department.

Personal names

Paragraph 245 of WIPO’s The Management of Internet Names and Addresses suggests that ‘fame brings with it attention in many forms, amongst them imitation, by those who wish to benefit from its perceived advantages; association, on the part of those who wish to share in its perceived benefits; and criticism, by those who wish to question the status given to the one who enjoys fame. Not surprisingly, therefore, on the open and efficient medium of communication that the Internet is, fame attracts attention and provokes various forms of reactions.’ In this context, the following comments can be made.

Should personal names be protected against bad faith, abusive, misleading or unfair registration and use as domain names in the DNS?

The Australian Government suggests that personal names should be protected against bad faith, abusive, misleading or unfair registration. There have been several administrative panel decisions made in the WIPO Arbitration and Mediation Center in favour of persons whose personal names have been used as domain names by others. Examples are juliaroberts.com and jeanettewinterson.com. The Australian Government endorses the findings of these panels as the appropriate standards and approach to be applied in comparable circumstances. As long as special circumstances can be made out that the personal name should be protected, then there should be an entitlement that these cases be taken to a dispute panel.

Provide information on the types and extent of any problems or abuses in the DNS related to personal names.

A number of cases brought before the WIPO Arbitration and Mediation Center have involved applicants using domain names featuring the names of famous people or of businesses using personal names. In all cases of resolved disputes, the outcome has favoured the person whose name was being used.

Which personal names, if any, should be protected? 

It is considered that protection should be given to those names for which a reputation can be established sufficient to show that the domain name usage is calculated to deceive or confuse, or otherwise damage that reputation.

How do you define bad faith, abusive, misleading or unfair registration and use in respect of personal names?

The factors to be considered in respect of personal names should be those applied under the Uniform Domain‑Name Dispute‑Resolution Policy (known as UDRP), as there are a number of decisions pertaining to cases of personal names and nicknames, and each case should continue to be judged on its own merits. Similar to considerations made in coming to decisions on use of trade marks as domain names, the panel could consider, for example, whether the registrant was able to demonstrate a legitimate interest in the relevant personal name and whether they had placed abusive or defamatory material on the site.

How do you deal with multiple incidences of the same name?

This may be addressed by registrants with the same personal name using identifiers as appropriate in addition to their primary name, or by the development of a portal or gateway system.

What provision, if any, should be made for dispute resolution with respect to disputes concerning personal names registered as domain names?

It appears that UDRP is working effectively in its coverage of disputes involving the use of trade marks. However, it is desirable that UDRP be extended to specifically include, in certain circumstances, the use of personal names as a subject for disputes, and that guidelines be developed for this type of dispute.

Is existing legal protection under national law, or under the UDRP, capable of adequately resolving any of the problems or abuses within the DNS related to personal names?

Work already done under UDRP demonstrates that it would be a cost effective and timely mechanism for resolving disputes that are likely to arise from the use of personal names as domain names. Given the international nature of domain names, the equally international nature of UDRP is considered to be a preferable mechanism for resolution of problems and abuses within the domain name system (DNS) to national legal systems.

Consider whether any suggested measures of protection for personal names should be considered only in relation to the nature and type of domain name space established by the gTLD in question.

Potentially, problems arising through misuse of personal names could appear across a range of generic top level domains (gTLDs) and should be dealt with in a consistent fashion.

Consider whether and how any measures of protection for personal names might affect the interests of existing domain name registrants.

If existing domain name registrants are acting in good faith in the use of their domain name, then the approach outlined in the preceding answers should not affect them.

Would directory, listing or other similar services aimed at avoiding domain name conflicts concerning personal names be useful, and if so, please describe such services?

As technology advances, it may be beneficial to further consider mechanisms to facilitate use of such services to accommodate the potential use in good faith of a number of identical or similar personal names.

Design of appropriate domain name registration practices

The Australian Government considers that self‑regulation of the domain name industry should be encouraged, rather than government control. For this reason, it is suggested that consideration be given to extending UDRP guidelines to include reference to personal names. Guidelines similar to those developed by WIPO for consideration of well known trade marks could be developed for application to well known personal names.
International nonpropietary names (INNs) for pharmaceutical substances

Should INNs be protected against bad faith, abusive, misleading or unfair registration and use as domain names in the DNS?

The Australian Government notes that the World Health Organization (WHO) requires United Nations Member States to take all steps necessary to prevent acquisition of proprietary rights in an INN, including prohibiting registration as a trade mark. This requirement would also include use as a domain name.

While every drug manufacturer making a drug with an INN is entitled to use that name, use of the proprietary name as a domain name may give the user of the domain name some rights in that name that he or she should not have. It may give the impression of a connection with the name, when in fact there is no connection.

Provide information on the types and the extent of any problems or abuses within the DNS relating to INNs.

The Australian Government has no evidence of a conflict between INNs and domain name registrations in the .au country code top level domain (ccTLD). This is probably due to the ‘closed’ registration processes in the .au domain. For example, a domain name in the .com.au subdomain must be derived from a registered business or company name held by the applicant.

How do you define bad faith, abusive, misleading or unfair registration and use in respect of INNs?

The Australian Government considers that the use of an INN solus as a domain name would be misleading and unfair if:

· the word or Internet site were used in relation to drugs with different constituents or in relation to quite different goods (this would be misleading);

· the way in which the domain name was used did not refer to the commonly held meaning of the word (this would be misleading);

· it led the consumer to believe that the owner of the domain name had exclusive rights to that INN (this would be unfair and misleading); or

· it prevented other interested parties from using the word to refer to the pharmaceutical product (this would be unfair).

It would be in bad faith for a party to knowingly choose a domain name that is the same or confusingly similar to a notified INN or generic drug name.

Is any use and registration of INNs, except as provided in the note below, contrary to the global availability of INNs for the sole purpose of identifying particular pharmaceutical substances and safeguarding the safety of patients?

(NOTE; Manufacturers producing the pharmaceutical substance for which an INN is created, are allowed to market the product in question as follows ‘[INN] [name of manufacturer]’. The reason for this is to promote the use of generic names. As a result, domain names registered and used by the manufacturer of the pharmaceutical substance as [INN][name of manufacturer] are not necessarily to be considered in bad faith, abusive, misleading or unfair). 

It is the view of the Australian Government that because of the particular nature of INNs, as protected by law and/or treaty, use of an INN in a domain name should be prohibited except where the INN is accompanied by a distinctive element, such as the name of the manufacturer (as per the note). Any other use of an INN solus would be misleading, unfair or in bad faith.

What provision, if any, should be made for the establishment of exclusion 4 for INNs?

Under the circumstances outlined above, the Australian Government considers that there should be a mechanism to have INNs removed from the DNS. While self regulation of the industry is to be encouraged, governments have a legal obligation to protect INNs. There needs to agreement on a method of approaching the problem.

Greater access to information on the WHO database should be provided for domain name applicants. Parties could be encouraged to search the database when in doubt. Declarations made by domain name applicants could include reference to INNs.

If an exclusion is considered to be useful, how should any exclusion protection take place?

Prior to registration of a domain name.

Greater ease of access should be provided to an up‑to‑date version of the WHO database of INNs. This database should be available to:

· all domain name applicants, to ensure that they are not selecting a domain name that is contrary to law;

· any other interested parties who wish to search for a conflict or infringement.

Applicants should be informed of the exclusion, and that a domain name could be revoked under specified circumstances.

What provision, if any, should be made for dispute resolution with respect to disputes concerning INNs registered as domain names?

UDRP documentation states that the onus is on the applicant to ensure that their use of a domain name:

· does not knowingly infringe on the rights of a third party;

· is not unlawful; and

· is not in violation of any applicable laws or regulations.

UDRP could be extended to include INNs. To institute dispute proceedings, the complainant should establish that:

· the domain name is likely to cause confusion with an INN;

· the domain name holder does not have legitimate rights in that name; and

· it should be considered that the domain name was misleading or unfair.

The Australian Government suggests that a complaint could be raised by any party with a legitimate interest. This process could then allow the cancellation of the domain name.

Should any suggested measures of protection for INNs be considered only in relation to the nature and type of domain name space established by a particular gTLD in question?

The Australian Government’s position is that any exclusion of INNs should apply to all gTLDs.

Consider whether and how any new measures of protection for INNs might affect the interests of existing domain name registrants.

If a process for protecting INNs is established, then any existing domain names registered after an INN was declared, which satisfy criteria under UDRP, should be removed.

The Australian Government notes that the WHO process to prevent INNs which conflict with existing trade names and trade marks from gazettal is patchy in its application. This process should be strengthened, and could perhaps be extended to provide domain name registrars with an ‘alert service’ to allow them to object to a proposed INN.

Would directory, listing or similar other services aimed at avoiding domain name conflicts concerning INNs be useful, and if so, please describe such services.

The Australian Government’s position is that a directory listing INNs should be globally available, up‑to‑date, and easily searchable.

Names of international intergovernmental organisations

It is suggested in paragraph 298 of The Management of Internet Names and Addresses that ‘the predatory or parasitical use of the names or acronyms of international intergovernmental organisations as domain names is clearly offensive to the States that have established those organisations. Where the domain name is used as an identifier for commercial purposes, it offends the policy upon which Article 6ter of the Paris Convention is based, which is to prohibit the use of those organisations’ names or acronyms as trademarks or elements of trademarks.’ The following comments are pertinent in this context.

Should the names and acronyms of international intergovernmental organizations be protected against bad faith, abusive, misleading or unfair registration and use in the DNS?

The Australian Government suggests that international intergovernmental organisations should be protected against bad faith, abusive, misleading or unfair domain name registrations.

Which international intergovernmental organizations should receive any such protection in the DNS (e.g., international or regional intergovernmental organizations, organizations that have followed the notification provisions of the Paris Convention)?

The Australian Government agrees that Article 6ter of the Paris Convention is an appropriate instrument in this regard.

Provide information on the types and extent of any problems or abuses within the DNS related to the names and acronyms of international intergovernmental organizations. 

It would appear that the problem relating to international intergovernmental organisations is not as common as the abuse of personal names or trade names. However it is understood that the problem does exist, and has been encountered by some of these organisations. Even if the problem is minimal, instances of such abuse can still be damaging to the reputation or continued activities of such organisations, and steps should be taken wherever possible to prevent escalation of the problem.

How do you define bad faith, abusive, misleading or unfair registration and use in respect of the names and acronyms of international intergovernmental organizations?

The factors to be considered in respect of international intergovernmental organisations would be those already being applied in the course of arbitration under UDRP.

Should any suggested measures of protection for the names and acronyms of international intergovernmental organizations be considered only in relation to the nature and type of domain name space established by a particular gTLD in question?

The possibility of problems arising through misuse of the names or acronyms of international intergovernmental organisations may occur across a range of gTLDs, and should be dealt with in a consistent fashion. 

What provision, if any, should be made for dispute resolution with respect to disputes concerning the names and acronyms of international intergovernmental organizations registered as domain names?

It is considered that the present dispute resolution system is working effectively. However it is desirable that UDRP be extended to specifically include, in certain circumstances, the use of the names or acronyms of international intergovernmental organisations.

What provision, if any, should be made for the establishment of exclusions for the names and acronyms of international intergovernmental organizations?

It is recommended that a mechanism be investigated to allow any application for a domain name having the appearance of an organisation to be checked quickly against a list of abbreviations and names of international intergovernmental organisations notified under Article 6ter of the Paris Convention. Use of the list by domain name applicants would raise awareness of the Article and could encourage notification of organisations desiring protection under the Article.

If an exclusion were considered to be useful, how could any exclusion be implemented? (E.g., An exclusion could operate to block the registration of the name and acronym of international intergovernmental organizations as a domain name in a TLD or TLDs to which the exclusion applies).

As mentioned above, a check of the list of acronyms and names of international intergovernmental organisations notified under Article 6ter of the Paris Convention could be used as a basis for limiting applications for domain names by applicants other than those legitimately connected with the notifications.

Consider whether and how any new measures of protection for the names and acronyms of international intergovernmental organizations might affect the interests of existing domain name registrants.

If existing domain name registrants are acting in good faith in the use of their domain name, then the approaches outlined in the preceding answers should not affect them.

Would directory, listing or similar other services aimed at avoiding domain name conflicts concerning the names and acronyms of international intergovernmental organizations be useful, and, if so, please describe such services?

The Australian Government considers that there may be merit in further considering mechanisms to facilitate use of such services to accommodate the potential and legitimate use of a number of identical or similar acronyms and names of international intergovernmental organisations. Where there is another organisation with the same acronym or name, acting in good faith in other areas of interest, then an identifier in addition to the primary name may be appropriate.

Design of appropriate domain name registration practices

In the case of domain names that appear to be international intergovernmental organisations, consideration could be given to extending UDRP guidelines to include reference to international intergovernmental organisations. Also, access to the WIPO list of names notified under Article 6ter may be warranted for domain name applicants.


Geographical indications, indications of source or geographical terms

Should geographical indications, indications of source or geographical terms be protected against bad faith, abusive, misleading or unfair registration and use in the DNS?

The terms ‘geographical indications’ (GIs), ‘indications of source’ and ‘geographic terms’ refer to different concepts and attract differing degrees of protection internationally and in different contexts. Consideration should therefore be given to the extent to which they should be treated differently in terms of the DNS. Consideration should also be given to the nature and degree of protection accorded to each term by internationally accepted standards and the consequences of such protection. The same word can, in different contexts, constitute fully or partially a GI, an indication of source, a geographic term, a descriptive term, a personal name, and a trade mark: for example, the word ‘orange,’ depending on the context of its use, can fall into any one of these categories. In other words, merely because a certain word functions as a GI in one market context, in one jurisdiction, and in one language, does not mean that the word is inherently a GI.

Hence it is crucial to establish, as a fundamental principle, that the mere existence of a geographical signification in relation to a term should not disqualify or invalidate alternative uses of the same term, and the burden of proof should be weighted accordingly. As the WIPO web site notes, ‘whether a sign functions as a geographical indication is a matter of national law and consumer perception.’ Clearly national law and consumer perception can differ widely internationally across different markets and different jurisdictions, and in different languages, and one law or one perception concerning a specific term cannot be presumed to apply in all cases. 

Unlike trade marks, the protection of geographical indications and indications of source has been limited to goods, and has not been extended to services in international standards on this subject. This distinction from the trade mark system, and limitation on the scope of required legal remedies, should be reflected in any rules governing domain names vis‑a‑vis GIs and indications of source. 

Geographical Indications

The World Trade Organization Agreement on Trade‑Related Aspects of Intellectual Property Rights (TRIPs) is the first multilateral agreement containing detailed standards for the protection of GIs which has achieved widespread international acceptance and implementation. The Paris Convention (Articles 10 and 10bis) also requires, in more general terms, remedies against misleading, false or confusing commercial practices. Other international agreements directly concerning GIs, notably the Madrid and Lisbon Agreements, have attracted the support of only a small minority of states (the Lisbon Agreement has 19 parties, in contrast to the 160 states parties of the Paris Convention, and the similar number of WTO members and observers in the process of accession to the WTO). The specific TRIPs definitions and standards, incorporating the more general Paris Convention rules, are an appropriate reference point when considering the scope and nature of the protection that should be accorded to geographical indications. Article 22 of TRIPs defines a GI as an indication identifying ‘a good as originating in the territory of a [WTO] member, or a region of locality in that territory, where a given quality, reputation or other characteristic of the good is essentially attributable to its geographical origin’. For most GIs, it limits the remedies that should be made available to the prevention of use of the GI that ‘indicates or suggests that the good in question originates in a geographical area other than the true place of origin in a manner which misleads the public as to the geographical origin of the good’ and ‘any use which constitutes an act of unfair competition within the meaning of Article 10bis of the Paris Convention.’ Similar limitations should be considered for domain name registration: in general, it would need to be demonstrated that the registration of the domain name would mislead the sector of the public likely to make use of the domain name as a web site address. Article 24 of TRIPs sets out a range of permitted public policy exceptions to the scope of GI protection, which should be recognised in the DNS context.

Indications of Source

An ‘indication of source’ is a mere indication of the geographic origin of a product, without any necessary link between that geographic origin and any reputation, quality or characteristic of the product. For example, ‘Made in Australia’ in relation to a T‑shirt would suggest that the T‑shirt was made in Australia, but would not indicate that the T‑shirt had a particular quality, reputation or characteristic as a result of that geographic origin. Given that gTLDs are essentially delocalised, it would be a safe assumption that mere registration of a domain name encompassing a term with geographical signification is not in itself a claim that a product or service had that geographical origin.

An important consideration therefore is the degree of exclusivity that can be conferred on any rightholder in relation to an indication of source given than any producer from a particular region would have a prima facie entitlement to designate their products as ‘Made in’ that particular region. The underlying and fundamental consideration is the need for accurate information to be provided to the consumer, and laws concerning indications of source should serve this objective. 

Geographic Terms

Geographic term’ has a more general sense. It would include not only references to countries, localities, towns etc., but also geographic features such as mountains and lakes.

Generally speaking, registration or use of a domain name incorporating a geographical term should not in itself entail a suggestion that the contents or the hosting of the web site is connected with that geographical origin. In other words, simply using a term within a domain name, when that term has some form of geographical signification, should not be assumed to amount to a claim that the registrant is offering a product from that origin.

It should be recognised as a fundamental principle that many terms which may have geographical roots have widely diverse significations internationally, and a claim of GI status in one country or one region should not prevail over legitimate rights and signification elsewhere. As noted above, the term ‘orange’ can be used as a geographic reference, and in some very specific circumstances can serve as a geographical indication, but it also has a range of other uses, recognised more widely in most sectors of the public in most countries. ‘Orange’ refers to locations in France, Australia, the US and elsewhere, as well as a colour, a scent, a food product and a telecommunications company. Further, a geographical indication as protected in one jurisdiction, may be legitimately used by producers in another jurisdiction as a geographical indication, an indication of source, a geographical term, a descriptive term, a trademark or a word.

Which geographical indications, indications of source or geographical terms, if any, should be protected ?

As mentioned above the TRIPs Agreement is the first international multilateral agreement dealing with GIs that has received wide‑ranging acceptance. TRIPs should therefore be the reference point for international standards of protection for GIs, including consideration of the which GIs should be protected. 

The TRIPs Agreement does not require countries to establish a register of GIs and it is clear that WTO Members have used a variety of legal regimes to implement their TRIPs obligations pertaining to GIs
 Many jurisdictions do not have a distinct formalised registration system for geographical indications, and there is no international obligation to institute such a system. It is possible to implement TRIPs standards through a variety of legal means such as consumer protection laws, trade practices legislation, the common law remedy of passing off food standards, trade mark law and a specific register of protected wine GIs. In some jurisdictions, there are limitations on foreign national’s access to the system. Hence under any dispute settlement system, those who have not used or do not have access to a formal GI registration system should not be discriminated against.

Although lists of GIs contained in country registers may provide one useful source when considering the use of GIs in the DNS, the use of such lists must be limited to a reference source, and there should be no presumption of specific validity in relation to a general dispute about the legitimacy of a domain name registration. In particular, the use of GIs in the DNS should not privilege the interests of those countries or regions that have chosen to implement formal registers of GIs, and rights in relation to GIs in the DNS assumed on the basis of the existence of that GI in a register. 

Registrations of domain names incorporating GIs should not be able to be challenged, and legitimate trade with third countries should not be interfered with, solely because these terms are on another country’s national GI register, a regional register (eg in the EU) or on any other international register, such as the registration system under the Lisbon Agreement for the Protection of Appellations of Origin and their International Registration (Lisbon Agreement). Equally, registration of GIs as misleading domain names should be able to be challenged even if these terms are not on a formal GI register.

What provision, if any, should be made for dispute resolution with respect to disputes concerning geographical indications registered as domain names?

Any dispute resolution procedure relating to registration of GIs as domain names needs to have regard to the possibility that a geographical indication as protected in one jurisdiction, may be legitimately used by producers in another jurisdiction as a geographical indication, an indication of source, a geographical term, a descriptive term, a trademark, a surname or a word. There can be no global presumption that the interpretation preferred by the complaining party should prevail.

The dispute resolution procedures should also not prejudge the appropriate means of recognising and protecting GIs and generic descriptive terms. There should be no inbuilt advantage or presumption of exclusive international rights accorded to those countries which have chosen to create national registration systems or to participate in plurilateral registration systems involving a minority of countries internationally. The presence or absence of GI registration formalities should give no inherent privilege to an opponent, and should not be used to overcome claims of legitimate use of terms as descriptive terms, trade marks or words in use in normal language.

The approach should therefore be to create a strong presumption of legitimate use in the case where a term has been accepted in practice in any relevant jurisdiction as a descriptive term. A complainant should have a strong burden of proof that the term would be illegitimate not merely in one or several countries, but in the actual country in which the registrant is based, does business or otherwise directs the web site content. Establishment of GI status should be determined according to existing fully international standards in the TRIPs Agreement, including the acknowledged exceptions to GI protection (for homonymous use, for generic terms, for bona fide use, and for trade mark rights). GI status should not be determined with reference to any one registration system, whether it be national, regional (EU) or plurilateral (Lisbon Agreement).
The current domain name dispute settlement mechanism has already ruled on certain geographical terms – such as Barcelona and Corinthian – and the implications of such decisions should be weighed carefully in the second DNS process, and a clear articulation is needed between the application of trade mark principles to such geographical terms, and the development of specific principles for resolving disputes concerning terms with geographical significance.

Trade names

In Australia, trade names are protected under common law. Business names are registered state by state, while company names are registered on a national basis. Trade names indicate a particular business, and are therefore associated with the character of the business. Trade names can also be used as trade marks if the trade name is used for the goods or services provided by the business, and trade names are protected under Article 8 of the Paris Convention, without the obligation of filing or registration.

Should trade names be protected against bad faith, abusive, misleading or unfair registration and use in the DNS?

The Australian Government considers that the protection of trade names against bad faith, abusive, misleading or unfair registration would be optimal practice. A trade name is associated with the character and the reputation of a business. If a domain name consists of, or contains, a trade name and the use of the domain name leads to misrepresentation of the trade name, then there should be some recourse available to the owner of the trade name.

How do you define which trade names would be eligible for any such protection?

In deciding which trade names are eligible for protection, several criteria could be used. The most important would be that the trade name was in use before the domain name was registered. Other defining criteria could include:

· an established reputation in a field of business;

· use of the domain name in the same or similar field of interest to the conflicting name; and

· whether or not the trade name is registered (although the registration of a trade name does not, by itself, provide the basis for, or an adequate defence to, an action for passing off).

Provide information on the types and extent of any problems or abuses within the DNS related to trade names.

There appears to be no readily accessible, specific data available in relation to this issue. Anecdotal evidence suggests that problems do exist, but not on the same scale as the problems which exist within the DNS in relation to trade marks.

How you define bad faith, abusive, misleading or unfair registration and use in respect of trade names.

UDRP lists the factors that can establish that a registration has been made in bad faith. While the policy relates to disputes between trade mark or service mark owners and domain name registrants, the factors to be considered would seem equally applicable to trade names. These factors include:

· the registration of a domain name which is the trade mark or service mark of another, for the purpose of selling, renting or otherwise transferring the domain name to the owner of the trade mark or service, at a cost which is in excess of the out‑of‑pocket expenses directly related to the domain name;

· the registration of a domain name to prevent the owner of a trade mark or service mark from reflecting the mark in a corresponding domain name;

· the registration of the domain name for the prime purpose of disrupting the business of a competitor; and

· the registration of the domain name with the intention of attracting, for commercial gain, users to registrant’s web site, by creating a likelihood of confusion with a trade mark or service mark as to the source, sponsorship, affiliation, or endorsement of the registrant’s web site or of a product or services on the registrant’s web site.

Abusive and unfair registrations would also seem to fall within the above criteria. Misleading registration and use could potentially include registrations made in good faith that nevertheless result in confusion.

What provision, if any, should be made for dispute resolution with respect to disputes concerning trade names?

The provisions which currently apply for dispute resolution between trade mark and service mark owners and domain name registrants could also be used for trade names. As such, UDRP could be expanded to include trade names. The same methods of remedy could be employed if the complaint is successful, being cancellation or transfer of the domain name. A separate policy for trade names could be established, but it would seem more logical to have a single policy so that procedures are standardised.

If a dispute resolution procedure were implemented, who should have standing to challenge the registration of a trade name as a domain name?

The owner of the trade name would appear to have the most standing to challenge the registration. Alternatively, a licensee with the authorisation of the owner could challenge a domain name registration. A legal representative with the authorisation of the owner could also have standing.

Should any suggested measures of protection for trade names be considered only in relation to the nature and type of domain name space established by a particular gTLD in question?

Yes. While protection for the reputation of a trade name is important, the domain name space should be a factor that is considered when assessing conflict and the scope of any remedies imposed. Different domains are used for different purposes. For example, it may be possible for a business enterprise to have a trade name which is identical to the domain name for an educational institution. The two names could co‑exist because of the differentiation of commercial and educational fields. In any case, in these circumstances it would be difficult to establish that the registration is abusive or has been made in bad faith.

Consider whether and how any new measures of protection for trade names might affect the interest of existing domain name registrants.

It may be possible that existing domain name registrants could be adversely affected by new measures of protection. If a domain name registrant has invested considerable time and effort into establishing a reputation for their domain name, a successful complaint (such as on the basis of misleading use) would have serious implications for continued use of that domain name. However, if a registration has been made in good faith, without any knowledge of conflict with a trade name, then a complaint on the grounds of bad faith should not be of concern. If a registration is abusive or has been made in bad faith, the fact that it pre‑dated the new measures should not justify any exclusion from them.

Would directory, listing or similar other services aimed at avoiding domain name conflicts concerning trade names be useful, and, if so, please describe such services?

Theoretically, yes. Facilities such as directories or listings for checking for conflict prior to registering a domain name, even on a country by country basis, and possibly administered by WIPO, would be useful. However, in practicality this may be difficult given the global nature of domain names. Checking for the registration of a trade name on a global basis would be a tedious task, especially given that multiple internal jurisdictions apply in many countries.

Consider what would be optimal policy from the perspective of the development of the Internet as a medium for communication and electronic commerce.

Policy measures regarding the development of the Internet as a medium for communication and electronic commerce, with particular reference to the issues discussed in this submission, could include:

· standardised dispute resolution processes with sanctions that include removal or transfer of a domain name; and
· the use of applicant declarations (for example, that they are not knowingly infringing another’s rights).
Technical solutions for domain name collision control

In its first Domain Name Process, WIPO considered technical solutions for domain name collision control, including directory or portal services that allow more than one entity to share a domain name. It also examined features of domain name databases that may allow domain name applicants, holders of intellectual property rights, and other interested parties to search for information relating to intellectual property issues. These included WHOIS information relating to a specific domain name registration and facility for cross‑linking with other database services of relevance.

As foreshadowed in The Management of Internet Names and Addresses, the concept of linking a domain name to a directory of portal service in cases where there is more than one user of that domain name have not gained widespread acceptance. Moreover, no significant or realistic new technical proposals have emerged since the report. However, the possibility of new techniques or technologies in the future should not be ruled out.

Cross‑linking of databases

The cross‑linking of information services with WHOIS databases or domain name registration services has strengthened as an option as Government services are increasingly made available online. In Australia there are several online database services for names of various kinds that could be relevant to an aspirant to a domain name.

The Australian Trade Mark Online Search System (ATMOSS) is a free, publicly available Internet service provided by IP Australia (http://www.ipaustralia.gov.au). ATMOSS has been designed to allow public searching of the Trade Marks Office database. Careful use of the system can enable a searcher to locate trade marks that are the same or similar to the one they are searching. Any changes made to the trade mark database are transferred to the ATMOSS database immediately, meaning that the data held on ATMOSS is never more than a few minutes behind the authoritative database.

The Australian Business Register Online (ABR Online) is a database of Australian businesses and organisations registered with an Australian Business Number for taxation purposes. ABR Online currently contains 600 000 registrations and is growing at a rate of approximately 5 000 per week. It is available through the Government’s Business Entry Point (http://www.bep.gov.au).

The Australian Securities and Investments Commission (ASIC) also provides a searchable National Names Index (NNI) through its website (http://www.asic.gov.au). The NNI is an index of Australian corporate and registered business names. It allows a searcher to identify some basic information on each organisation, including its current registration status and the applicable state or territory jurisdiction.

Domain registries and registrars can be encouraged to provide links to relevant online name databases such as these, so that domain name aspirants can begin any associated name searches that may be appropriate when registering a domain name.

WHOIS information

The inclusion of value‑added information in WHOIS databases could also serve to alleviate possible disputes between rightholders and domain name registrants. Additional information could be provided for WHOIS entries—normally on a voluntary basis—to give a clearer indication of the interest of a registrant in a domain name. For example, a registrant could append to a WHOIS entry an indication that the domain name is derived from a registered trade mark.

The type of information provided, and whether its provision would be voluntary or not, would depend on the type and purpose of the domain. For example, it may be appropriate for the administrators of an ‘open’ domain with few rules for registration (such as .com) to allow the voluntary submission of trade mark information for inclusion in the WHOIS database. On the other hand, information about the special status of an international nonproprietary name for a pharmaceutical might be mandatory.

However, the administration of WHOIS databases should be carried out with privacy considerations in mind where personal information is involved. This is especially the case for domains designed for the registration of personal names. The collection of personal information for publication in an online database should be done with the clear consent of the subject.

� See the various national notifications made to the TRIPs Council under TRIPs Article 24.2





